
Mar 17, 2022

Contact Kylie Mason

Phone 850-245-0150

Florida Attorney General's Office News Release

VIDEO CA: Beware of Scams as Tax-Filing Deadline Approaches

TALLAHASSEE, Fla.—Attorney General Ashley Moody is warning Floridians about scams
ahead of the 2022 tax-filing deadline. The deadline to file 2021 taxes is April 18. According to the
Internal Revenue Service, millions of Americans wait until the last two weeks before the deadline
to prepare tax returns. Last-minute filers are at a heightened risk of scammers fraudulently filing
for a return in their name. Other less-common tax schemes also seek to exploit federal filing
requirements. To avoid unnecessary hardships, Attorney General Moody is providing tips to help
taxpayers spot and avoid tax scams.

Attorney General Ashley Moody said, “The federal tax-filing deadline is just a month away and
millions of Americans have not prepared their taxes. While there is still time, filing early reduces
the likelihood that a scammer will steal your tax return. For more information about how to avoid
common tax-filing scams, check out the tips in our latest Consumer Alert.”

Here are some of the most common types of tax scams:

Tax-related identity theft is when a target’s personal information is stolen so that a
scammer can file a tax return claiming a fraudulent refund.
The tax gift card scam occurs when scammers forge fraudulent tax bills to give to targets,
convincing the target to pay the fee with gift cards.
Examples of refund-recalculation scams are when scammers send phishing emails to
targets, making the email look like a tax-refund payment or a recalculation of a tax
refund—attaching a link to input personal information to claim the refund.

https://www.youtube.com/watch?v=ir-b4OokY4w
https://www.irs.gov/newsroom/taxpayer-guide-to-identity-theft
https://www.irs.gov/newsroom/reminder-to-all-taxpayers-gift-cards-are-not-used-to-make-tax-payments
https://www.consumer.ftc.gov/blog/2021/04/new-irs-imposter-scam-targets-college-students-and-staff


During June and July of 2021, the IRS received a record number of reports about stimulus-
payment scams. Scammers impersonate the IRS and tell targets that the target is eligible
for a stimulus payment—claiming personal information is needed for the payment to be
sent.
Scammers may pretend to be an independent organization within the IRS called Taxpayer
Advocate Services, and spoof caller ID to make targets believe a legitimate call from TAS
is being received. Once the call is received or returned, scammers will phish for personal
information.

Tax scams can be complex as scammers regularly adapt and update schemes. Below are tips
about how to avoid tax schemes:

When seeking a new tax preparer, look for one who is available year-round;
Ask a potential tax preparer to show an IRS Preparer Tax Identification Number—all
legitimate preparers will be able to provide one;
Make sure that refunds will be sent to the taxpayer and not a tax preparer;
Know that a letter from the IRS about an unfiled tax return is a scam;
Recognize that any notices from the IRS about online accounts being created, accessed or
disabled when no action was taken are often scams; and
Pay attention for any received wages or other income from an unknown employer as it
could be a sign of identity theft.

For more tax identity theft tips, check out the Scams at a Glance: Tax Identity Theft resource.

To view Scams at a Glance: Tax Identity Theft in English, click here.

To view Scams at a Glance: Tax Identity Theft in Spanish, click here.

If anyone receives a suspicious call from someone claiming to be from the IRS, report the call to
the Treasury Inspector General for Tax Administration by filing a complaint online at TIGTA.gov
or calling 1(800) 366-4484.

To view other recent Consumer Alerts, visit our webpage at MyFloridaLegal.com/ConsumerAlert.

# # #

The Florida Attorney General's Consumer Protection Division issues Consumer Alerts to inform
Floridians of emerging scams, new methods used to commit fraud, increased reports of common
scams, or any other deceptive practice. Consumer Alerts are designed to notify Floridians about

scams and available refunds in an effort to prevent financial losses or other harm caused by
deceptive practices. Anyone encountering a scam should report the incident to the Florida

Attorney General's Office by calling 1(866) 9NO-SCAM or visiting MyFloridaLegal.com.

https://www.irs.gov/compliance/criminal-investigation/irs-criminal-investigation-sees-surge-in-scams-tied-to-economic-impact-payments
https://www.irs.gov/compliance/criminal-investigation/irs-criminal-investigation-sees-surge-in-scams-tied-to-economic-impact-payments
https://www.irs.gov/newsroom/irs-warns-of-new-phone-scam-using-taxpayer-advocate-service-numbers
https://www.irs.gov/newsroom/irs-warns-of-new-phone-scam-using-taxpayer-advocate-service-numbers
https://www.myfloridalegal.com/files/pdf/page/DEDD05EDF134A5D58525880800592B48/Tax+Identity+Theft+v2.pdf
https://www.myfloridalegal.com/files/pdf/page/DEDD05EDF134A5D58525880800592B48/Tax+Identity+Theft+SPANISH+v1.pdf
http://www.tigta.gov/
https://www.myfloridalegal.com/consumeralert
https://www.myfloridalegal.com/

